## Bài 2:

* **Thực hành**: Sử dụng WinRAR để nén các tập tin và thư mục, thiết lập mật khẩu để bảo vệ tệp nén và thử giải nén với mật khẩu đúng/sai.
* **Báo cáo**:
* Viết báo cáo về các phương pháp bảo vệ dữ liệu khi sử dụng các công cụ nén và giải nén.
* Giải thích tại sao việc bảo mật dữ liệu quan trọng trong môi trường làm việc và làm thế nào để bảo vệ các thông tin nhạy cảm khi sử dụng các công cụ như WinRAR.

Trả lời:

* Các phương pháp bảo vệ dữ liệu khi sử dụng các công cụ nén và giải nén:

1. Đặt mật khẩu cho file nén
2. Mã hóa tên và nội dung file nén
3. Chia nhỏ tệp nén
4. Sử dụng chữ ký số hoặc mã số kiểm tra

* Bảo mật dữ liệu quan trọng trong môi trường làm việc:
* Trong môi trường làm việc file nén thường được sử dụng để chia sẻ dự án, báo cáo, mã nguồn
* Nếu không bảo mật thì file dễ người xấu đánh cắp thông tin
* Tạo niềm tin với khách hàng và đối tác
* Cách bảo vệ dữ liệu nhạy cảm khi sử dụng WinRAR:

1. Nén file
2. Tạo mật khẩu
3. Chia nhỏ file
4. Hoàn tất